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A     Internet consolidou-se como 
infraestrutura essencial para 
a vida contemporânea, per-
meando atividades econômi-

cas, governamentais, científicas, edu-
cacionais e culturais. Apesar disso, sua 
universalização ainda enfrenta barreiras 
relacionadas à disponibilidade, qualidade 
e uso efetivo dos serviços digitais. Estu-
dos recentes mostram que estabilidade, 
velocidade adequada, segurança, aces-
sibilidade e habilidades digitais são tão 
determinantes quanto a simples presença 
de infraestrutura para garantir conectivi-

dade efetiva [1]. A pandemia de COVID-19 
expôs com clareza essas desigualdades, 
revelando limitações que afetam tanto 
áreas urbanas quanto regiões remotas. 

O Grande Desafio do Acesso Signi-
ficativo à Internet, proposto em 2025 
pela Sociedade Brasileira de Computa-
ção, articula uma visão abrangente que 
combina avanços tecnológicos, inclu-
são social, sustentabilidade ambiental e 
proteção de dados. Essa agenda dialoga 
com recomendações internacionais de 
organismos como a ONU e a ITU, além 
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de se alinhar aos indicadores produzidos 
pelo CETIC.br [1]. A natureza multidisci-
plinar do desafio exige cooperação entre 
governo, academia, setor produtivo e 
sociedade civil para promover uma Inter-
net verdadeiramente inclusiva.

O Desafio do Acesso Universal e Signifi-
cativo

O conceito de acesso significativo 
estrutura a abordagem deste Grande 
Desafio. Ele envolve não apenas a exis-
tência de infraestrutura de rede, mas a 
capacidade de utilizá-la plenamente, com 
a satisfação de requisitos como confiabi-
lidade, segurança, eficiência e acessibi-
lidade. A conectividade deve viabilizar 
participação social, inclusão produtiva, 
inovação científica e acesso equitativo a 
serviços essenciais. Para tanto, é neces-
sário enfrentar simultaneamente desa-
fios tecnológicos, sociais, econômicos e 
ambientais.

Do ponto de vista tecnológico, o desa-
fio requer o desenvolvimento de infraes-
truturas de comunicação escaláveis, 
resilientes e energeticamente eficientes. 
A demanda crescente por banda larga, 
impulsionada por aplicações intensivas 
em dados, serviços em nuvem e dispo-
sitivos móveis, exige redes de alta capa-
cidade e baixa latência. A evolução de 
tecnologias como fibras ópticas, 5G, 6G e 
redes não terrestres cria oportunidades 
importantes, mas também aumenta a 
complexidade operacional. Eventos cli-
máticos extremos e desastres naturais, 
cujo impacto vem sendo detalhado por 
avaliações científicas recentes [2], refor-

çam a necessidade de arquiteturas capa-
zes de sobreviver a falhas e se recuperar 
rapidamente, como discutido em estudos 
clássicos sobre resiliência de redes [5].

A segurança e a privacidade ganham 
centralidade nesse contexto. O aumento 
da superfície de ataque, a disseminação 
de técnicas maliciosas baseadas em inte-
ligência artificial e a perspectiva de uma 
era pós-quântica tornam imprescindível 
o desenvolvimento de mecanismos avan-
çados de proteção. Estratégias de defesa 
robustas e abordagens de governança 
voltadas para riscos emergentes tornam-
-se essenciais em um ambiente de comu-
nicação cada vez mais distribuído e hete-
rogêneo.

A universalização do acesso signifi-
cativo depende, também, de superar bar-
reiras sociais e cognitivas. Grupos como 
idosos, populações de baixa renda ou pes-
soas com menor escolaridade enfrentam 
dificuldades que vão além da infraestru-
tura, incluindo falta de confiança, medo 
de golpes digitais e baixa familiaridade 
tecnológica. Estudos demonstram que 
essas percepções influenciam fortemente 
a exclusão digital [4]. É fundamental que 
tecnologias e interfaces sejam concebi-
das de forma sensível às diversidades 
sociais, culturais e regionais.

A sustentabilidade ambiental é outra 
dimensão estruturante do desafio. O setor 
de Tecnologia da Informação e Comuni-
cação (TIC) apresenta consumo energé-
tico crescente e contribui para emissões 
relevantes de gases de efeito estufa. Ava-
liações recentes destacam a necessidade 
urgente de desenvolver infraestruturas 



COMPUTAÇÃO BRASIL |  JANEIRO 2026    31

e softwares energeticamente eficientes, 
além de adotar práticas de engenharia 
verde [6–11]. O acesso significativo deve, 
portanto, ser promovido de modo a não 
aprofundar impactos ambientais existen-
tes.

Avanços, Iniciativas e Oportunidades

O Brasil dispõe de iniciativas estra-
tégicas associadas ao enfrentamento do 
Grande Desafio do Acesso Significativo à 
Internet. Os estudos do CETIC.br oferecem 
diagnóstico preciso sobre desigualdades 
regionais e socioeconômicas, permitindo 
orientar políticas públicas com maior efi-
cácia [1]. Programas nacionais e estaduais 
de expansão de redes ópticas — como o 
Norte Conectado — ampliam a capilari-
dade da infraestrutura em regiões histori-
camente desassistidas. A Rede Nacional 
de Ensino e Pesquisa (RNP) desempenha 
papel fundamental na integração de ins-
tituições acadêmicas e científicas, ofe-
recendo uma plataforma avançada que 
fomenta inovação, experimentação e for-
mação de recursos humanos especializa-
dos.

Em âmbito internacional, organismos 
como a ITU e a ONU têm reforçado que a 
inclusão digital plena depende de indica-
dores que combinem disponibilidade de 
rede, qualidade de acesso, regularidade 
de uso, segurança e habilidades digitais. 
Essas orientações convergem com a 
abordagem adotada no presente desafio.

A próxima década apresenta oportu-
nidades significativas para reconfigu-
rar arquiteturas de redes e práticas de 
operação. A automação inteligente pode 
reduzir significativamente os tempos de 

resposta e custos operacionais, além de 
ampliar a eficiência energética. Técni-
cas de programação avançada do plano 
de dados e soluções de virtualização ofe-
recem maior flexibilidade e permitem 
adaptação contínua da infraestrutura [3]. 
A integração entre tecnologias móveis, 
ópticas e satelitais tem potencial para 
reduzir assimetrias territoriais. Na 
esfera da segurança, abordagens zero-
-trust e soluções preparadas para a era 
pós-quântica tornam-se cada vez mais 
necessárias. No campo ambiental, dire-
trizes internacionais sugerem que algo-
ritmos, sistemas e datacenters devem 
ser projetados para reduzir emissões e 
otimizar consumo energético [7–11].

Considerações finais

O Grande Desafio do Acesso Signifi-
cativo à Internet sintetiza uma agenda 
estratégica para promover conectivi-
dade inclusiva no Brasil. Ele articula 
avanços científicos, tecnológicos, prá-
ticas de sustentabilidade, medidas de 
segurança, mecanismos de inclusão e 
ações de governança capazes de orien-
tar políticas e pesquisas na área. A Com-
putação desempenha papel determi-
nante ao fornecer métodos, ferramentas 
e modelos que sustentam a construção 
de infraestruturas resilientes, seguras e 
energeticamente eficientes. O enfren-
tamento do desafio exige colaboração 
contínua entre universidades, governo, 
setor produtivo e sociedade civil, com o 
objetivo de garantir que a Internet cum-
pra plenamente seu papel como instru-
mento de equidade, inovação e desen-
volvimento nacional.
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