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Resumo. Este estudo é um mapeamento sistematico da literatura sobre as abordagens de classificacdo e categorizagio
de bugs em software, analisando 33 artigos finais publicados entre 2019 e 2024. O protocolo foi conduzido seguindo o
modelo PRISMA, utilizando a ferramenta Parsifal para triagem, e a busca foi realizada nas bases ISI Web of Science,
IEEE Xplore, Scopus e Engineering Village. A sintese dos dados foi realizada através de andlise qualitativa e extracao
padronizada, focando em técnicas, tipos de dados, contextos de aplicacéo e critérios de categorizacdo. A pesquisa revelou
a predominancia de algoritmos supervisionados (como Naive Bayes e Support Vector Machine) e a dependéncia de dados
textuais ndo estruturados de repositérios open-source como Mozilla e Eclipse. A exclusividade de dados open-source
restringe a compreensdo do ciclo de vida dos bugs em contextos industriais. Consequentemente, identifica-se a necessidade
de pesquisas futuras que explorem ambientes corporativos e a integragdo de modelos hibridos (dados estruturados e
ndo-estruturados) para melhor reflexdo do ciclo de vida dos bugs.

Abstract. This study is a systematic mapping of the literature on approaches to classifying and categorizing bugs in
software, analyzing 33 final articles published between 2019 and 2024. The protocol was conducted following the PRISMA
model, using the Parsifal tool for screening, and the search was performed in the ISI Web of Science, IEEE Xplore,
Scopus, and Engineering Village databases. Data synthesis was performed through qualitative analysis and standardized
extraction, focusing on technologies, data types, application contexts, and categorization criteria. The research revealed
the predominance of supervised algorithms (such as Naive Bayes and Support Vector Machine) and the dependence on
unstructured textual data from open-source repositories such as Mozilla and Eclipse. The exclusivity of open-source
data restricts understanding of the bug life cycle in industrial contexts. Consequently, there is a need for future research
exploring corporate environments and the integration of hybrid models (structured and unstructured data) to better reflect
the bug life cycle.
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1 Introducao

O ciclo de desenvolvimento do software abrange etapas como
andlise de requisitos, design, implementacdo, testes € ma-
nuten¢do, que descrevem o processo de construgdo de um
sistema de software. A eficiéncia desse processo e a continua
satisfacdo das necessidades dos usudrios sdo intrinsecamente
ligadas & garantia de qualidade e confiabilidade do software
[qahtan yas et al., 2023]. Apesar da adogdo de rigorosas pra-
ticas de garantia de qualidade, a ocorréncia de bugs persiste
no ciclo de desenvolvimento, impulsionada pela crescente
complexidade dos sistemas e pela natureza propensa a erros
da atividade humana de codificacdo. Consequentemente, es-
ses erros podem comprometer funcionalidades e impactar
negativamente a confianca dos usudrios [Meher et al., 2024].
Assim, a adoc¢do de estratégias que minimizem riscos e asse-

gurem a qualidade dos sistemas entregues ¢ de fundamental
importancia.

Nesse contexto, abordagens baseadas na classificacdo e
categorizacdo de bugs tém sido aplicadas, utilizando recursos
de aprendizado de maquina e processamento de linguagem
natural (PNL). Essas técnicas contribuem tanto para uma de-
teccdo mais precisa das falhas quanto para a evolugdo continua
dos sistemas [Laiq et al., 2025]. A categorizac¢do de bugs
pode assumir diferentes cendrios, a depender do propdsito.
Entre as formas mais recorrentes, é destacada a categorizagio
por nivel de severidade, tais como critica, alta, média e baixa.
Outra forma utilizada para a categorizacao € por tipo de falha,
tais como erros funcionais, erros de desempenho, defeitos na
interface e falhas de seguranca.

Contudo, com a diversidade crescente de métodos, con-
juntos de dados e métricas de avaliacdo, torna-se desafiador
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comparar os resultados obtidos nas pesquisas e avaliar de
forma padronizada suas contribuicdes [Harzevili et al., 2025].
A tensdo operacional reside no fato de que a alta fragmentacdo
metodolégica impede que a comunidade estabelega qual com-
binacdo de técnicas, tipos de dados e contextos de aplicagdo
oferece a melhor capacidade de generalizagdo e replicabili-
dade dos resultados em engenharia de software. Portanto,
organizar e sintetizar o conhecimento disponivel é essencial
para fornecer uma base mais clara e estruturada para novos
estudos na area [Ordofiez-Pacheco et al., 2021].

Diante desse contexto, o presente estudo realiza uma
andlise do estado da arte sobre as técnicas aplicadas a classi-
ficacdo e categorizacdo de bugs em software, por meio de um
Mapeamento Sistemadtico da Literatura. A partir da andlise
dos estudos primdrios selecionados, busca-se identificar ten-
déncias tecnoldgicas, lacunas existentes na pesquisa, técnicas,
algoritmos, tipos de dados e contextos recorrentes, oferecendo
uma visao consolidada e estruturada das solu¢des propostas e
validadas na literatura [Harzevili et al., 2025]. Desta forma,
espera-se contribuir de forma significativa para o avanco da
drea e para a melhoria continua da qualidade do software e
manutengdo de software.

O objetivo deste mapeamento sistemdtico € identificar e
analisar as principais técnicas, conjuntos de dados e contexto
de aplicag@o abordados nos estudos voltados a classificacio
e categorizagdo de bugs. Para alcancar esse objetivo, foram
selecionados e analisados 33 artigos primdrios publicados
entre 2019 e 2024, que aplicam diferentes métodos computa-
cionais. A revisdo busca oferecer uma visdo consolidada das
abordagens existentes, destacando contribui¢des, limitagdes
e trabalhos futuros. Além disso, identificar técnicas emer-
gentes, datasets mais utilizados e métricas mais utilizadas
para avaliacdo de desempenho, assim contribuindo com o
fortalecimento do conhecimento na drea de Engenharia de
Software.

Embora o estudo se concentre na identificacdo e andlise
de técnicas, tipos de dados, contextos de aplicacdo e critérios
de classificacdo, optou-se pela conduciio de um Mapeamento
Sistematico (Systematic Mapping Study) visando fornecer
uma visao panordmica e quantitativa sobre as frequéncias de
técnicas e tipos de dados utilizados na drea.

O recorte temporal de 2019 a 2024 foi definido com base
em dois fatores: a rdpida evolugdo das técnicas de aprendi-
zado de maquina e processamento de linguagem natural, que
tém impactado diretamente as abordagens de classificagdo e
categorizacao de bugs, e a necessidade de fornecer uma visao
atualizada sobre as préticas e técnicas emergentes.

Assim, restringir o escopo aos ultimos cinco anos per-
mite concentrar a andlise em métodos e contextos mais rele-
vantes ao estado da arte atual. O ano de 2025 ndo foi incluido
integralmente no intervalo de busca sistematica, pois o ano
corrente ndo havia sido concluido no momento da execucgio
do protocolo, visando garantir a reprodutibilidade fiel dos
resultados anuais completos.

Este estudo estd organizado em cinco secdes, sendo elas:
1 - Introdugdo: apresenta o contexto e o objetivo deste tra-
balho; 2 - Trabalhos Relacionados: discute estudos prévios
semelhantes, destacando contribui¢des, avangos e lacunas
que contextualizam e reforcam a relevincia deste estudo; 3 -
Meétodo: descreve o protocolo utilizado na conduc¢do da Ma-
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peamento Sistemadtico, incluindo os critérios de inclusao e
exclusdo, além das questdes de pesquisa que orientaram a
andlise; 4 - Resultados: apresenta os achados da revisdao, com
énfase nas tendéncias e lacunas identificadas; e 5 - Conclusio:
traz as consideracdes finais, destacando as implicagdes dos
resultados e possiveis dire¢des para pesquisas futuras.

2 Trabalhos Relacionados

Priyadarshini [2025] afirma que defeitos de software prejudi-
cam a qualidade do software e representam uma séria ameaca
a sua confiabilidade. Este estudo enfatiza a importancia de
técnicas para tarefas de classificacdo de defeitos em médulos
defeituosos, para garantir a eficiéncia do processo de desen-
volvimento de software. Entretanto, a variabilidade entre os
datasets e sua influéncia na capacidade de generalizacdo dos
modelos ndo sdo abordadas, ndo permitindo uma visdo ampla
sobre a sua real aplicagdo.

Nesse sentido, Pachouly et al. [2022] realizaram uma
revisdo sistemdtica sobre a predicdo de defeitos utilizando
técnicas de Inteligéncia Artificial (IA), analisando aspectos
como conjuntos de dados mais utilizados, métodos de valida-
¢do de dados, abordagens e ferramentas aplicadas. O artigo
chama atencao sobre a limitacao de diversidade de datasets
utilizados, ressaltando a escassez de praticas padronizadas
de validag¢do de dados, além de falta de transparéncia com
relagdo a origem e estrutura de dados nos trabalhos da érea,
comprovando a necessidade de uma andlise detalhada sobre a
natureza dos dados utilizados em atividades de classificacao
e categorizag@o de bugs.

Ainda mais, Gunalan et al. [2022] exploraram o uso
das descrigcdes textuais, mas agora voltado a categorizagao
de bugs, a partir do uso de técnicas de PLN. Contudo, o
estudo limita-se ao ndo generalizar sua aplicagdo, visto que
foi validado apenas em um conjunto de dados, além de nao
ser claro acerca da estrutura dos dados ou da disponibilidade
publica da base. Nesse contexto, uma andlise sobre os tipos
de dados lidados a partir das descri¢des textuais citadas ainda
é pouco explorada.

Por outro lado, Afric et al. [2023] abordaram o impacto
de diferentes classificadores (como RoBERTa e FastText) em
contextos variados, a partir de uma andlise sobre a influéncia
dos rétulos incorretos na qualidade das bases de dados utiliza-
das em classificagdes de falhas. Porém, o estudo ndo explora
sua aplicacdo em tarefas de categorizacdo especificas, além
de nao ter apresentado informagdes sobre a disponibilidade
dos dados utilizados. Diante disso, € necessario explorar a
estrutura e a natureza dos dados envolvidos em classificacdes
e categorizacoes.

Da mesma forma, Singh et al. [2024] propuseram um
modelo de classificacdo de defeitos a partir de descricdes
textuais de falhas. Embora, também néo discutiram sobre a
estrutura dos dados ndo estruturados, além da aplicabilidade
em outros contextos, visto que foram restringidos a apenas
uma base de dados. Sendo assim, essas lacunas revelam a
necessidade de investigar sobre os tipos de dados e dominios
explorados no estado da arte.

Por outro lado, Laiq et al. [2025] realizaram um mapea-
mento sistemdtico sobre técnicas automdticas para categori-
zacdo de bugs, destacando o uso de aprendizado de maquina
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e NLP. Eles evidenciam que a maioria dos estudos usa dados
de repositérios de cddigo aberto, com pouca validagao em
ambientes industriais, além de negligenciar aspectos como
escalabilidade e generalizagdo. Porém, a diversidade e he-
terogeneidade dos dados - a qual pode afetar a eficicia dos
métodos - ndo foi observada. Assim, é necessaria uma analise
sobre a variacdo entre os dominios e contextos dos projetos
utilizados em tarefas de categorizagdo de defeitos.

Por fim, Zheng et al. [2024] prop0s estratégias de andlise
e critérios de categorizagdo de defeitos, a fim de explorar o
processo de andlise de defeitos. Este estudo discute a sua
aplicacdo na prética, propondo métodos e processos basicos
para a prevencdo de defeitos de software. Contudo, o estudo
ndo fornece detalhes sobre os dados utilizados, como sua
origem ou estrutura.

Em sintese, os estudos revisados evidenciam avangos no
uso de técnicas de aprendizado de maquina e PLN, porém
mantém limita¢des quanto a diversidade de dados e contextos
de aplicacdo. Assim, este mapeamento sistematico busca
preencher essa lacuna, oferecendo uma visdo consolidada
sobre as técnicas, bases e classificagdes utilizadas, bem como
apontando novas oportunidades de pesquisa em ambientes
corporativos e ageis.

3 Meétodo

3.1 Planejamento da Revisao

A revisdo foi organizada em trés fases: planejamento, exe-
cucdo e resultados. O processo foi conduzido com apoio da
ferramenta Parsifal, que ajudou no gerenciamento das ques-
toes de pesquisa, defini¢do dos critérios de inclusio e exclusio,
avaliacdo da qualidade dos estudos e extra¢ao dos dados. A
Figura 1 apresenta o processo de execugdo realizado, seguido
de avaliagdo entre os avaliadores para garantir replicabilidade,
consenso e selecdo do estudo com base nos critérios.

A escolha pelo Mapeamento Sistematico justifica-se pela
intencdo de, além de mapear, analisar criticamente as evidén-
cias disponiveis, identificar padrdes, lacunas e propor dire¢des
para pesquisas futuras, o que requer maior rigor na sele¢ao,
avaliacdo e sintese dos estudos.

PLANEJAMENTO
- . " Definigao de critérios de
Definigao PICOC ——— Definigéo de Bases ———» Protocolo de Revido ———  inclusso/exclusio

EXECUGAO

Triagem de Titulo, Resumo |

i Triagem Estudo .
o ——  compew Palavras-chave i+~ Execugéo da Busca

Avaliagéo por Pares

RESULTADOS

Discorfzincia Néo Extragdo i Andlise de Dados
entre dos dados
avaliadores?,

i

Deciséo pelo
3° Avaliador

Figura 1. Processo de condugdo do Mapeamento Sistemadtico da Literatura.

A metodologia foi colocada conforme o modelo
PRISMA (Preferred Reporting Items for Systematic Revi-
ews and Meta-Analyses), assim garantindo um processo fécil
de replicar e confidvel, compreendendo: identificagdo, tria-
gem e inclusdo dos artigos. Iniciando com a busca em bases
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de dados que resultaram em um grande volume de artigos,
que passaram pela remog¢ado de duplicados. Na etapa de tri-
agem, os titulos, resumos e palavras-chave foram avaliados
conforme os critérios de inclusao e exclusdo. Os artigos se-
lecionados para leitura completa passaram pela andlise de
qualidade e extracdo de dados, conduzida por avaliadores
autdbnomos com a intervencdo de um terceiro avaliador em
situacdes de discordancia. Esse fluxo € ilustrado conforme a
Figura 2.

[ Identificacdo de estudos a partir de bases de dados e registros J

Referéncias removidas antes
do processo de selegéo:

Referéncias identificadas em :

ISI Web of Science = 106
IEE Xplore = 202 >
Scopus = 236

Engineering Village = 224

l

Referéncias avaliadas por titulo,
resumo e palavras-chaves:

Duplicados = 292

Referéncias excluidas:

n =476

!

n =476

Referéncias incluidas para
avaliagdo do texto:

Referéncias cujo texto completo
néo foi identificado:

n=238 n=0
Referéncias avaliadas por texto - .
. Referéncias excluidas:
completo: —p
n=33 n=5

v

Referéncias avaliadas por texto
completo:

n=33

Figura 2. Fluxo PRISMA e resultados durante a etapa

A ferramenta Parsifal foi escolhida devido a sua capa-
cidade de transparéncia e organiza¢do da revisdo, assim per-
mitindo registrar o protocolo completo da revisdo, incluindo
critérios de inclusdo e exclusdo, questdes de pesquisa e formu-
larios de extracdo de dados. Além disso, a ferramenta oferece
integracdo com o Mendeley e exportacao automatizada de
relatdrios, facilitando o gerenciamento e reduzindo vieses
durante o processo de revisao.

3.2 Questoes de Pesquisa

As questdes de pesquisa foram criadas para identificar: as
técnicas utilizadas nos ultimos cinco anos para a classificacdo
e categorizacgdo de bugs, os contextos de aplicabilidade mais
frequentes, as bases propostas nos estudos, métricas de ava-
liagdo e as classificagdes ou categorias adotadas de acordo
com as técnicas utilizadas.

RQ1: Quais técnicas foram utilizadas nos dltimos cinco anos
para a classificacdo e categorizacdo de bugs? Motiva-
¢do: Com a evolugdo das técnicas utilizadas para classi-
ficacdo e categorizacdo, € fundamental mapear as mais
recentes aplicadas nesse problema.

RQ2: Em quais contextos a classificag¢@o e a categorizacio
de bugs sdo mais aplicadas?

Motivacao: Entender em quais contextos sdo aplicadas
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ajuda a entender os ambientes onde essas técnicas tém
mais impacto.

RQ3: Quais bases de dados foram utilizadas?
Motivacao: A diversidade de bases de dados utilizadas
impacta diretamente na qualidade e na generalizacao dos
resultados. Tendo ciéncia das bases mais utilizadas, é
permitido avaliar o reuso dos datasets e a confiabilidade
deles.

RQ4: Quais sdo as classificacdes e/ou categorias emprega-
das dadas as técnicas utilizadas?
Motivacao: Identificar quais tipos de classifica-
cdes/categorizacdes estdo sendo utilizadas permite iden-
tificar padrdes e avaliar a adequagdo nas técnicas que
foram utilizadas.

3.3 Estratégia de Busca

A busca foi realizada nas bases Engineering Village, IEEE
Digital Library, ISI Web of Science e Scopus. O recorte
temporal foi de 2019 a 2024, definido com base na rapida
evolucdo das técnicas de aprendizado de maquina e proces-
samento de linguagem natural. Excepcionalmente, artigos
formalmente aceitos para publicacdo em 2024, mas com data
de publicacido final em 2025, foram incluidos para garantir a
vis@o mais atualizada do estado da arte.

A string de busca utilizada foi:

(“bug classification"OR “bug categorization"OR “defect
classification"OR “defect categorization") AND (“machine
learning"OR “deep learning"OR “natural language proces-
sing"OR “NLP") AND (software)

O recorte temporal foi de 2019 a 2024, com filtros para
artigos revisados por pares, escritos em inglés, com mais de
cinco paginas e disponiveis integralmente.

3.4 Critérios de Inclusao e Exclusao

Foram considerados para inclusdo apenas estudos que abor-
dassem classificacdo ou categorizag@o de bugs em software,
apresentassem método, dados e métricas de avaliag¢do, publi-
cados no periodo definido e que atendessem aos requisitos
minimos de qualidade. Foram excluidos trabalhos focados ex-
clusivamente na detec¢@o ou correcdo de bugs sem atividades
de classificacdo ou categorizag@o, artigos com dados insufici-
entes para responder as questdes de pesquisa e publicagdes
duplicadas ou versdes preliminares de estudos ja incluidos.

3.5 Selecao e Avaliacao da Qualidade
A busca inicial nas bases resultou em 768 referéncias (ISI
Web of Science: 106, IEEE Xplore: 202, Scopus: 236, Engi-
neering Village: 224). Apds a remocdo de 292 duplicados,
476 artigos foram triados por titulo, resumo e palavras-chave.

Na etapa de triagem de texto completo, foram identi-
ficados 38 artigos para leitura detalhada. Desses, 5 foram
excluidos por apresentarem descricao metodolégica incom-
pleta ou auséncia de dados necessdrios, resultando em 33
artigos para a sintese final.

A confiabilidade da triagem foi verificada pelo coefici-
ente Kappa de Cohen, resultando em um valor de k = 0.80, o
que representa uma concordancia substancial entre os avali-
adores. A qualidade dos estudos foi avaliada considerando:
revisdo por pares, clareza dos objetivos, descricdo metodolo-
gica, apresentacdo de resultados, validade das conclusdes e
acesso aos dados.
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3.6 Extracao dos Dados

A extragdo de dados foi realizada por meio de formulario
padronizado na plataforma Parsifal, reunindo informacdes
como: autores, veiculo de publicagdo, técnicas utilizadas,
tipo de dados, contexto de aplicagdo e métricas de avaliagdo.
Dois revisores atuaram de forma independente e, em caso de
divergéncias, um terceiro avaliador decidiu, assegurando a
consisténcia dos dados.

A sintese dos dados foi conduzida por andlise descritiva
quantitativa (contagem de frequéncia para algoritmos, bases e
contextos) e andlise temdtica narrativa. Esta abordagem mista
foi fundamental para atingir o objetivo do mapeamento siste-
mdtico, permitindo ndo apenas a enumeracio das tendéncias,
mas também a sintese critica das evidéncias, a identificagdo de
padrdes emergentes e a discussao das implicacdes das lacunas
identificadas.

4 Resultados

Nesta secdo, sdo apresentados os resultados das perguntas de
pesquisa obtidos a partir da andlise dos artigos selecionados.
As Tabelas 1 e 2 apresentam a distribuicdo das técnicas utiliza-
das para classificar e categorizar bugs nos estudos analisados.

Tabela 1. Distribuicdo das técnicas utilizadas na classificacdo e
categorizagdo de bugs

Rank Técnica / Modelo Freq.
1 Naive Bayes 11
2 F-SVM 10
3 MLP (Multi-Layer Perceptron) 9
4 GLM (Generalized Linear Model)

5 Random Forest

6 Word2Vec

7 BERT

8 TF-IDF

9 Tree-LSTM

10 SVM (Support Vector Machine)
11 SMOTE

12 NLP (Natural Language Processing)
13 RDL

14 GRCNN

15 LSTM

16 Gaussian Naive Bayes
17 Transformer

18 CodeBERT
19 DistilBERT
20 Multinomial Naive Bayes

21 IFSDCR

22 CNN (Convolutional Neural Network)
23 Fuzzy Linear Regression

24 ALBERT

25 Polynomial Naive Bayes
26 KeyBERT
27 Ordinal Regression

— e e RN NN NN NNNNWWWWWU UG \O

E notédvel que grande parte dos artigos analisados em-
prega algoritmos de Machine Learning (ML) e Deep Learning
(DL), mostrando uma tendéncia de automacao na classificacdo
de bugs. O algoritmo Naive Bayes foi aplicado em 11 de 33
artigos (33%), seguido por Fuzzy Support Vector Machine (F-
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Tabela 2. Distribuicdo das técnicas utilizadas na classificacio e
categorizagdo de bugs. (continuagdo)
Rank Técnica/ Modelo Freq.
28 RoBERTa 1
29 Bayesian Classification
30 Rule-Based Classification
31 Bug Framework
32 Feature Vectors
33 Multihead-CNN
34 Softmax Classifier
35 Gradient Boosting
36 SDPET
37 IFSDTR
38 CRF-LSTM
39 Term Frequency
40 Inverse Document Frequency
41 RNN
42 ANN
43 Decision Tree
44 Logistic Regression
45 DeepFM
46 K-Nearest Neighbor
47 Adaboost
48 Fuzzy Multi Linear Regression
49 Multiple Linear Regression
50 Support Vector Regression
51 K-Nearest Neighbors
52 Regression
53 ONN-DP

e e e e e e e e e e e e e

SVM) em 10 artigos (30%) e Support Vector Machine (SVM)
em 5 artigos (15%). Ja o Multilayer Perceptron (MLP) e o Ge-
neralized Linear Model (GLM) apareceram em 9 estudos cada
(27%). A persisténcia de classificadores tradicionais (Naive
Bayes, SVM) reflete sua interpretabilidade, baixo custo com-
putacional e desempenho como baseline robusto em tarefas
textuais.

Além disso, observou-se o crescimento do uso de mode-
los pré-treinados, como Bidirectional Encoder Representati-
ons from Transformers (BERT) e suas variacdes CodeBERT,
DistilBERT, RoBERTa e ALBERT, os quais foram emprega-
dos em 11 artigos (33%), indicando uma adog¢ao crescente
de representacOes semanticas profundas. As técnicas de pré-
processamento também foram frequentemente utilizadas, com
destaque para TF-IDF em 5 artigos (15%), Word2Vec em 6
artigos (18%) e SMOTE em 3 artigos (9%).

Em resumo, vé-se que a classificacdo e categorizacdo de
bugs tém sido comumente abordadas por meio de algoritmos
supervisionados, com grande parte baseada em modelos de
ML e DL, acompanhadas de um crescente interesse em téc-
nicas de processamento textual. Essa tendéncia indica uma
busca maior pela automagdo da classificagcdo e categorizacio
de bugs, além da melhoria da qualidade da andlise semantica,
o que pode auxiliar na eficiéncia do processo de qualidade e
manuten¢do de software. A Figura 3, apresenta a distribuicdo
dos tipos de dados que foram analisados na classificagdo e/ou
categorizacao de bugs dos estudos analisados.

De acordo com a Figura 3, € notdvel que a maioria dos

artigos utiliza dados extraidos de Bug Reports (55%), titu-
los (36%), resumos (39%) e descri¢des (30%). Essa forte
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Figura 3. Distribuicdo dos tipos de dados utilizados na classificacio e
categorizacdo de bugs.

concentracdo em dados textuais reforca o uso de técnicas
de Processamento de Linguagem Natural (PNL) e aprendi-
zado supervisionado. A andlise critica aponta que a excessiva
dependéncia de dados textuais faz com que o sucesso da classi-
ficacdo esteja intrinsecamente ligado a volatilidade semantica
e a qualidade da anotacdo humana em textos curtos e nao
padronizados.

Ademais, diversos artigos utilizam dados categéricos,
tais como severidade (7 artigos, 21%), prioridade (5 artigos,
15%), status (6 artigos, 18%) e assignee (5 artigos, 15%), que
complementam as andlises textuais e permitem avaliacdes
mais amplas e detalhadas.

Por outro lado, atributos temporais e tempo de corrego
sdo pouco explorados. Este € um achado critico: negligenciar
a dimensao temporal limita severamente a compreensao do
ciclo de vida completo dos bugs e do desempenho operacional
datriagem. Em ambientes corporativos, o tempo de correcdo é
uma varidvel-chave para a priorizacdo e alocacao de recursos,
e sua auséncia nos modelos revisados representa uma barreira
significativa para a transferéncia e a validade externa dessas
solugdes. Esse resultado mostra que, embora o uso de dados
textuais seja frequentemente utilizado, hd espaco para estudos
futuros que envolvam dimensdes temporais e contextuais,
assim ampliando a vis@o sobre classificacdo e categorizacio
de bugs.

Esse resultado mostra que, embora os dados textuais
sejam recorrentemente empregados, ha espaco para estudos
futuros que considerem dimensdes temporais, assim ampli-
ando a visdo sobre classificagdo e categorizacdo de bugs. De
forma geral, observa-se que as técnicas que foram utilizadas
nos dltimos cinco anos para classificagao/categorizagdo de
bugs determinam o uso de algoritmos supervisionados com
técnicas de PLN aplicadas em dados textuais.

Essa aproximacao entre ML, modelos pré-treinados e
abordagens de pré-processamento textual mostra uma busca
por automacao e escalabilidade em atividades de classifica-
cdo. A predominancia de dados provenientes de bug reports
evidencia a centralidade das fontes textuais estruturadas e
ndo estruturadas. Apesar da limitada exploracdo de dados
temporais e atributos como tempo de corre¢do, mostram-se
oportunidades futuras para amplia¢do da compreensdo do
ciclo de vida de bugs. A Tabela 3, apresenta a distribui¢ao
dos contextos de aplicacdo que foram abordados nos estudos
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analisados.

Tabela 3. Contextos de aplicaciio abordados nos estudos

Contexto Niumero de Ocorréncias
Projetos GitHub

Projetos Open-source
Projetos Cybersecurity
Projetos SAAS

Projetos Mobile

Projetos de Software
Projetos Privados
Projetos Java

Projetos em fase de testes
Projetos Ageis

Projetos JavaScript

b—b—*WP—lU]Hb—AD—‘b—lg\o

Conforme a Tabela 3, a maioria dos artigos foi condu-
zida em contexto de projetos open-source (76%) e projetos
hospedados no GitHub (27%), o que decorre principalmente
da disponibilidade ptiblica dos dados. Em contrapartida, pro-
jetos privados (15%) e projetos dgeis (apenas 3%) tém baixa
representatividade. Este cendrio refor¢a a ameaca a validade
externa (Sec¢do 4.1), pois a grande dependéncia de projetos
open-source limita a generalizacio para cendrios corporativos,
onde a cultura de comunicagdo, a estrutura do bug report e o
viés organizacional sdo fatores criticos.

Além disso, observa-se a presenca de projetos em fase
de testes em 8 estudos (24%), evidenciando o interesse na
avaliacdo de técnicas em ambientes nao consolidados. Em
contrapartida, vé-se que artigos que utilizaram projetos pri-
vados somam 5 artigos (15%), apresentando limitagdes de
acesso e restricdes. Além de contextos menos explorados, tais
como seguranga cibernética, SaaS, mobile, Java e JavaScript,
com 1 artigo (3%) cada contexto. Vale ressaltar que apenas 1
artigo (3%) citou a aplicacdo em projetos dgeis, configurando
uma possivel lacuna na literatura sobre a adaptagdo dessas
técnicas em contextos dgeis.

Em resumo, os resultados abrangem aplicacdo em pro-
jetos abertos e acessiveis, reforcando a importancia de re-
positérios publicos como base de andlises cientificas. Esse
cendrio reforca a importancia da disponibilizacdo de dados
reais e evidencia oportunidades de exploragdo em ambientes
menos estudados, como ambientes corporativos e projetos
ageis. A Tabela 4, apresenta a distribui¢@o das bases de dados
utilizadas nos estudos analisados.

Conforme a Tabela 4, Mozilla e Eclipse aparecem com
maior frequéncia (39% cada), o que reforca o alto alinhamento
com a ciéncia aberta. No entanto, essa concentracao limita a
diversidade de contextos, indicando a necessidade de explora-
¢do de novas bases de dados de dominios pouco representados.
A predominancia de dados ndo estruturados (84,8%) (Figura
6) é coerente com o foco em PLN, mas a escassez de dados
estruturados (15,2%) sugere a oportunidade de modelos hibri-
dos mais robustos que combinem dados textuais com atributos
categdricos como prioridade e severidade.

Outras bases utilizadas foram NetBeans, em 6 artigos
(18%), e Apache, Bugzilla e Firefox, cada uma utilizada em
3 artigos (9%), reforcando o uso dessas bases em projetos
maduros e bem estabelecidos. Outra base utilizada foi o
GitHub, presente em 4 estudos (12%) com datasets especifi-
cos, enquanto bases privadas aparecem em 5 artigos (15%),
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Tabela 4. Bases de dados utilizadas nos estudos

Base Numero de Ocorréncias
GitHub dataset
Dataset private
Nasa Dataset
Bugls

Kaggle dataset
F-Droid
Bugzila

JBoss
OpenFOAM
Firefox
Mozilla
Eclipse

CVE

Gentoo
Gnome

Open office
NetBeans
Apache

KDE
LibreOffice
Linux
Thunderbird
Seamonkey
Boot2Gecko
Add-OnSDK
Webtools
Addons.mozilla.org
Camel

Derby
Wicket4
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indicando um interesse em cendrios corporativos, embora o
acesso a essas bases apresente limitacoes.

Além disso, observou-se menor utilizagdo de fontes
como Kaggle, em 2 artigos (6%), e OpenOffice, em 2 ar-
tigos (6%), bem como de bases menos consolidadas, como
NASA Dataset, CVE, F-Droid, Gentoo, Gnome, Linux, KDE,
entre outras, cada uma mencionada em 1 artigo (3%). Esse ce-
ndrio evidencia uma grande dispersdo em repositérios pouco
representativos, o que refor¢a a necessidade de diversificar as
fontes de dados utilizadas em futuras pesquisas.

Os resultados mostram que a comunidade académica
tem, de forma expressiva, utilizado bases de projetos open-
source, dada a acessibilidade e a grande quantidade de dados.
Porém, essa concentracdo limita a diversidade de contextos,
mostrando a necessidade de exploracdo de novas bases de da-
dos de dominios pouco representados. A Figura 4, apresenta
a distribuicdo da disponibilidade dos datasets utilizados nos
estudos analisados.

Conforme a Figura 4, observa-se que a grande maioria
dos artigos utiliza datasets de disponibilidade publica, presen-
tes em 28 de 33 estudos (84.8%). Essa predominancia mostra
o forte alinhamento da comunidade cientifica com a ciéncia
aberta, facilitando a replicacdo e a melhoria de experimentos,
a comparagdo entre estudos e o avango do conhecimento na
area de classificagdo e categorizagdo de bugs.

Por outro lado, ha 5 artigos (15.2%) que utilizaram da-
tasets privados, geralmente provenientes de contextos corpo-
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Privada (5)

15.2%

Publica (28)

Figura 4. Distribuicdo da disponibilidade dos datasets analisados.

rativos ou organizacdes privadas. Embora representem um
retrato fiel de cendrios reais, sua restricéio limita a reprodugao
e o avanco de experimentos, impossibilitando comparacdes e
validacdes. Esse cendrio indica uma grande abertura da co-
munidade cientifica em compartilhar dados, assim evoluindo
pesquisas. A Figura 5, apresenta a distribui¢do do tipo de
estrutura utilizada nos datasets dos estudos analisados.

Estruturado

Figura 5. Distribui¢do do tipo de estrutura dos datasets analisados.

A andlise dos artigos revela uma predominéancia no uso
de dados nio estruturados, presentes em 84,8% (28 de 33) dos
estudos. Esse dado é coerente com a aplicacio de técnicas de
PLN, que se mostram eficazes na extracio de informagdes tex-
tuais para a classificacdo. Entretanto, apenas 15,2% (5 artigos)
utilizaram dados estruturados, como prioridade, severidade e
status, que se mostram mais faceis de manipulacdo em mode-
los supervisionados. Esse cendrio evidencia uma tendéncia
da drea na exploracdo de dados textuais, a0 mesmo tempo
que mostra uma oportunidade de combinagao de modelos
hibridos mais robustos. A Tabela 5, apresenta a distribui¢ao
do tipo de classificacio e/ou categorizacdo empregada nos
estudos analisados.

De acordo com a Tabela 5, observa-se uma grande diver-
sidade de classificacOes e categorizagdes de bugs empregadas
nos estudos analisados. Dentre as mais recorrentes, destaca-
se a classificagcdo multiclasse, presente em 12 de 33 artigos
(36%), a qual permite que os modelos atribuam os bugs a
duas ou mais categorias, refletindo cendrios mais realistas e
complexos.

Além disso, hd a classificacdo por tipo de bug em 4
artigos (12%), demonstrando a preocupacio em evidenciar as
diferentes naturezas dos bugs. Outras abordagens de destaque
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Tabela 5. Tipos de Classificagdo e Categorizacdo de Bugs Identifi-
cados

Tipo de Classificacao / Categorizacao Frequéncia
Classificagao multiclasse 12
Classificagao por severidade
Classificagdo de duplicidade de bugs
Classificagdo por tipo de bug
Classificagdo baseada em relato detalhado
Classificagdo por tipo técnico
Classificag@o baseada em risco
Classificag@o bindria

Classificagdo por prioridade

Classificagdo por similaridade
Classificag@o balanceada

Classificagao por testes

Classificagdo multirrétulo

—_
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sdo: classificacdo por severidade, com 10 artigos (30%); por
prioridade, com 1 artigo (3%); e por tipo técnico, com 2
artigos (6%), voltadas para a categorizagdo dos bugs conforme
a criticidade e/ou o impacto no sistema.

Abordagens menos frequentes incluem a classificacdo
bindria, com 1 artigo (3%); baseada em risco, com 2 artigos
(6%); por similaridade, com 1 artigo (3%); e multirrétulo,
com 1 artigo (3%). Em menor nimero, t€m-se ainda clas-
sificacdes balanceada, por testes, por duplicidade de bugs e
categorizacdo baseada em relatos detalhados, todas com 1
artigo (3%).

Esses dados indicam que a grande maioria dos artigos
busca uma categorizagdo mais rica e contextualizada, indo
além da rotulacdo bindria, o que sugere uma maturidade na
area e a possibilidade de refletir contextos reais do desen-
volvimento de software. Ao mesmo tempo, a presenca de
abordagens diversas evidencia que a classificacio de bugs é
um campo dindmico e repleto de possibilidades de estudo em
aberto.

41 Ameacas a Validade

Esta revisdo apresenta algumas limitacdes e ameacas a vali-
dade que devem ser consideradas na interpretacdo dos resul-
tados. Em relacdo a validade da construg@o, embora a string
de busca tenha sido elaborada de forma ampla, € possivel
que nem todos os estudos relevantes tenham sido recuperados
devido a variagdes terminolégicas na literatura.

Quanto a validade interna, a avaliacdo de qualidade e
a extragdo dos dados foram conduzidas por dois revisores
independentes, com intervengdo de um terceiro em casos
de divergéncia, mas ainda assim podem ter ocorrido inter-
pretacdes subjetivas. No que se refere a validade externa, a
predominancia de estudos baseados em dados provenientes de
projetos open-source limita a generaliza¢do das conclusdes
para contextos corporativos e ageis.

Por fim, no tocante a validade de conclusdo, as anéli-
ses realizadas dependem das informacdes fornecidas pelos
estudos primdrios, que podem conter vieses de publicagao
ou auséncia de detalhes metodoldgicos. Para mitigar tais
ameacas, foram aplicados protocolos estruturados, como o
PRISMA, e calculado o coeficiente Kappa, visando assegurar
maior confiabilidade ao processo de selec¢do e andlise.
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5 Conclusao

Os resultados da andlise dos 33 artigos selecionados indicam
que a classificacdo e categorizac¢do de bugs € um campo ex-
plorado na 4rea académica. H4 uma predominéncia de algorit-
mos de Machine Learning (ML) e Deep Learning (DL), como
Naive Bayes, SVM, MLP e modelos pré-treinados, como
BERT e suas variantes. Essa tendéncia reflete a busca por au-
tomacao e melhoria da eficiéncia no processo de manutencao
de software. A aplicacdo de técnicas de pré-processamento
textual e o foco em dados ndo estruturados (descri¢des, resu-
mos e titulos de bugs) reforcam a centralidade do Processa-
mento de Linguagem Natural (PNL).

As fontes de dados predominantes sao repositorios open-
source, com destaque para Mozilla e Eclipse, evidenciando
a facilidade de acesso a informagdes dessas bases. Contudo,
essa concentragdo limita a diversidade de cendrios analisa-
dos, destacando a necessidade de explorar fontes privadas e
dados corporativos. Embora a utilizagdo de datasets publicos
demonstre o alinhamento da comunidade cientifica com os
principios da ciéncia aberta, a menor presenca de bases priva-
das aponta para uma lacuna na representacio de dados reais,
o que restringe a generalizacdo dos resultados para ambientes
corporativos.

A respeito de contextos de aplicacdo, grande parte dos
estudos se concentrou em projetos open-source e hospedados
no GitHub, tendo uma baixa representatividade em ambi-
entes corporativos, projetos ageis, seguranga cibernética e
desenvolvimento mobile, indicando lacunas promissoras para
pesquisas futuras. Bem como, a maioria dos artigos foca em
dados textuais, com baixa exploragao de atributos temporais
e tempo de corre¢do de bugs, limitando a compreensdo do
ciclo de vida de bugs.

No que tange os tipos de classificag@o e categorizacao,
os artigos demonstram o uso de abordagens como classifi-
cagdo multiclasse, por tipo de bug, severidade e prioridade,
mostrando uma tentativa de replicagdo da complexidade dos
cenarios reais no desenvolvimento de software. Todavia, este
campo mostra-se dindmico, com abordagens menos frequen-
tes que revelam novas possibilidades de inovagao.

Os resultados desta revisdo podem orientar empresas de
software, gestores de qualidade e pesquisadores na escolha
de técnicas de classificac@o e categorizacdo mais adequadas
aos seus contextos. Recomenda-se que pesquisas futuras ex-
plorem modelos hibridos que combinem dados estruturados
e ndo estruturados, incorporando atributos temporais e con-
textuais para ampliar a aplicabilidade pratica das técnicas. A
integracdo de modelos baseados em LLMs (Large Language
Models) com dados de bugs reais também representa uma
direcdo promissora para aumentar a precisdo e a interpretabi-
lidade dos resultados.
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